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This document provides a high-level description of the new features in each release of ADSS WebRA
Server.

ADSS WebRA Server 2.6.0 July 2022

New Features

ACME - Automatic Certificate Management Environment - RFC 8555 (WRA-6744)

o ADSS Web RA Server now supports the Automated Certificate Management Environment
(ACME) protocol. Now SSL certificate with domain validations can be issued to servers
automatically using an ACME client.

Show suspended certificate status (WRA-1185)

o ADSS Web RA Server now support the certificate hold and reinstate functionality for issued
certificates.

Certificate history (WRA-8623)

o Certificate history is now accessible within ADSS Web RA Server, users can access their
full history of any previously issued certificate.

Role based access to certificate profiles (WRA-8863)
o A certification profile can be share within an enterprise role. This enables all users of
specific enterprise role to manage an organisation level certificate.
Enterprise role delete certificate permission (WRA-8624)
o The delete certificate option is now controllable from enterprise role.
Dual Control / M of N Quorum on certificate profiles (WRA-8865)

o ADSS Web RA Server now allows you to specify the number of operators who can
authorise the issuance of a certificate.

Enterprise creation without default role and user types (WRA-8862)
o In ADSS Web RA Server now supports the creation of an enterprise without default user
and default role types e.g. Applicant representative and enterprise users
Role Management (WRA-8864)
o ADSS Web RA Server now supports role based access control for all types of Roles and
operators e.g. Administrator , Admin RAO and Enterprise RAO etc.
Change virtual ID mobile number with OTP Verification (WRA-8656)
o Users can now update their Virtual ID mobile number from the ADSS Server Web RA
Server web portal using SMS and email OTP Verification.
Connection Test for external connectors (WRA-5543)

o ADSS Web RA Server operators can now test external connectors when adding them to
the system configuration.

Improvements

MDB Angular (WRA-8618)
o MDB Angular version is upgraded to v12

ADSS WebRA Server 2.6.0 Product Compatibility

Product Version(s)
Go>Sign Desktop v6.6 and above
SigningHub v7.7.8 and above
ADSS Server v6.6.0.17

v6.7

v6.8.0.5

v6.9

v7.0
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